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Kpunrorpadmnueckue

IOAXO0AbI K IIPOTUBOAEVICTBUIO
HECAHKIIVIOHMPOBAHHOMY OOCTYITY

K MHPOPMALMOHHBIM CUCTEMaM
OHJIAMH-KMHOTEeaTPOB U UX BIIMSIHUE
Ha OM3HecC-IIoKa3aTeIn

OBuapeHKoO A.A., Tepmiman M.A.

B yciioBMsIX pa3BUTHS OHJIAVH-KMHOTEATPOB X MHGOPMAalMIOHHbIE CUCTEMbI CTAJIKM-
BAIOTCS C YTPO30J HECAHKIMOHMPOBAHHOIO IOCTYIIA — MIPEXK/e BCero MmMpaTcKoro Komu-
pPOBaHMS U pacIpOCTpaHeHMsI KOHTEHTA, a TaKke KubepaTak, HalleJIleHHbIX Ha M0JIb30Ba-
TeJbCKye faHHble. OGHUM U3 KJII0YEBbIX MHCTPYMEHTOB 3alUThI B TAKUX CUCTEMaX SIBJISI-
I0TCSI MeTOIbI KpuriTorpadun. B cratbe rpoBeseH 0630p kiaaccuueckux (AES, RSA, TOCT u
Ip.) ¥ COBpeMEeHHBIX KpUIITOrpaduueckux Mogxom0B (IOCTKBAHTOBbIE aATOPUTMbI, TOMO-
MopdHoe mudpoBaHue 1 Ap.), IpUMeHSIeMbIX [Jisi IPOTUBOAEICTBUSI HECAHKIIMOHUPO-
BAaHHOMY JIOCTYIY K KOHTEHTY U JaHHbIM OHJIaiH-KMHOTeaTpoB. [I[poaHanmn3mMpoBaHoO UX
BJIMSTHME Ha OM3HeC-T0Ka3aTesn: 3a CYeT CHUKEHMS MMPATCTBA Y MOBBIIIEHMST JOBEpUSI
MoJIb30BaTesielt obecrieueHe Kpunrorpaduueckoi 6e30macHOCTY CIIOCOOCTBYET POCTY
BBIPYYKM U ayAUTOPUMN JIeraJIbHbIX BuAeocepBrucoB. OCHOBHOE BHMMAaHMeE yIeJI€HO OMbITY
POCCUIACKOTO PhIHKA, NeMCTBYIOIIMM TeXHuueckum perieHusim (DRM-cuctemam, munudpo-
BaHMIO Tpaduka, aBTOpU3aLMK) Y 3aKOHOAATeTbHBIM MepaM. CieiaHbl BIBOJbI O TOM, UTO
TpMMeHeHMe KpUItorpabum sBisieTcss He0OX0AVMMbIM YCIOBYEM YCTOMYMBOTO Pa3BUTUSI
MHAYCTPUM OHJIAIH-BUIE0, @ BHEAPEHME MMePCIIeKTUBHBIX METOL0B (KBAHTOBOYCTOMY M-
BbIX QJITOPUTMOB, IMIOJTHOCTHIO TOMOMOPGHOr0 MmudpoBaHus 1 Ip.) B OyAYyIeM MTO3BOTUT
COXpaHUTb 3P PEKTUBHOCTD 3aIIUThI B MEHSIOLIMXCS YCIOBUSIX.
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Cryptographic approaches

to counteracting unauthorized access
to information systems

of online cinemas and their impact
on business indicators

Ovcharenko A.A., Gershman M.A.

In the context of online cinema development, their information systems face the threat
of unauthorized access, primarily pirated copying and distribution of content, as well as
cyberattacks aimed at user data. One of the key security tools in such systems is cryptogra-
phy. The article provides an overview of classical (AES, RSA, GOST, etc.) and modern cryp-
tographic approaches (post-quantum algorithms, homomorphic encryption, etc.) used to
counteract unauthorized access to content and data of online cinemas. Their impact on
business indicators is analyzed: by reducing piracy and increasing user confidence, cryp-
tographic security contributes to the growth of revenue and audience of legal video ser-
vices. The main attention is paid to the experience of the Russian market, current tech-
nical solutions (DRM systems, traffic encryption, authorization) and legislative measures.
Conclusions are made that the use of cryptography is a necessary condition for the sustain-
able development of the online video industry, and the introduction of promising methods
(Qquantum-resistant algorithms, fully homomorphic encryption, etc.) in the future will help
maintain the effectiveness of protection in changing conditions.
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BBEJIEHUE

OHnaltH-KMHOTeaTPbl CTAMM MNOMYJISIPHBIM
CIT0co60M JIeTaJIbHOTO IIPOCMOTpa Buaeo. B Poccun
UX eXxeMeCsSYHas ayguToOpus — AeCSITKU MUJIJIMOHOB,
U TPEeTb HaceJeHus IIJaTUT 3a MoAInucky. OgqHako
MHAYCTPUS CTAJIKMBAETCS C IIPO6IEMOIL: TUPATCTBO
u Kubepataku. ITo orleHKe MUHKYJIBTYPbI, IOTEPU
OT MHTepHeT-nupaTcTBa B PO nocturaot 40-70 miipg,
py6I1eii eXXerogqHo — 3TO COMOCTAaBMMO C 0O BEMOM
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BCEro JieraJibHOro pblHKAa. KpoMe Toro, maaTdopmMal
XpaHSIT JaHHbIe MUJIJIMOHOB T0JIb30BaTesieit, cTa-
HOBSICH 11€JIbI0 KMOEePIIPeCTYITHUKOB.

Ins 3amuThl MHGOPMAI MM IPUMEHSIIOTCSI
Kpunrorpaduueckye MeTozbl: U(poBaHNe JaHHbIX,
KJtouM 1 ayTeHTudukanusa. OHu jekaT B OCHOBE
DRM-TexXHOIOT U, MPEMSITCTBYIOU X HECAHKI[MOHU-
poBaHHOMY IOCTyITy. Ho 3ammuTa He foKHA MeIIaTh
yano6CTBY cepBHMca — HY>KeH OaJiaHC.
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Iens nccaemoBaHms — NIpoaHaJINU3UPOBATh
KpUIITOTpaduuecKyie MeTOIbI 3aIMThI MHPOPMAIU-
OHHBIX CUCTEM OHJIaJIH-KMHOTEAaTPOB U UX BIUSHUE
Ha 6M3HeC-ToKa3aTesn.

3amaum ucciesoBaHUS:

1) W3yunTs Ky1accuueckye KpUITOAJITOPUTMBbI
(AES, RSA, TOCT u gp.);

2) PaccmoTpeTb COBpeMeHHbIe METObI (ITOCT-
KBaHTOBbIE, TOMOMOPGHOe mudpoBaHue);

3) O606UIUTH UCIIONTb3YEeMbie PEIIeHUS
Ha pbiHKe (DRM, ynpaBieHue Kiwouamu, Tpadhuk);

4) OueHUTD BJIUSHME TEXHOJOTUI Ha CHUKEHME
IMPaTCTBa, POCT ayLUTOPUH, TOBEPYE [T0JIb30BaTeIeil
" cObIoIeH e 3aKOHOJATeIbCTBA.

MATEPUAJIBI U METO/I bI

Pa6oTa rpencrasiisieT co60i 0630p HAyUHO
¥ OTPAcsaeBoit IUTepaTypsl o MHOOPMAIMOHHOI!
6€e30MacHOCTHU MeIMacepBUCOB. VCIoab30BaHbI
nctounuky u3 PUHI] 1 oTpacieBbie OTYETHI.

[IpyMeHeHBI MeTOABI aHANN3a U CUHTE3A.
PaccMmoTpeHbl 6a30Bble KpUIlTOrpaduueckue aj-
TOPUTMBI (CUMMETPUUHBIE, aCUMMeTPUYHBIE,
Xelr-QyHKIUN) U UX POJIb B 06ecreueHn KOHpK-
JIeHLMaJIbHOCTU U ayTEHTUUHOCTHU. TaksKe IpoaHa-
Jn3upoBaHbl DRM 1 cucTeMbl yCJIOBHOTO AOCTYIIA.
Ha ocHOBe cOOGpaHHbBIX JAHHBIX TaHA OIIEHKA BIIVSTHUS
KpunTorpaduu Ha ypoBeHb MUPATCTBA Y SKOHOMUKY
OHJIAMH-KMHOTEeaTpoB. Pe3ynbTaThl 0OPMJIEHBI B Ta-
6siniiax v rpaduKax.

KPUIITOTPA®OUNUYECKASA 3AINIUTA
KOHTEHTA B OHJIAMH-KUHOTEATPAX

KnroueBoii pecypc OHIaliH-KMHOTEATPOB — MeIU-
AKOHTEHT, TTpaBa Ha KOTOPbIi ITPMOOPETEHbI Y ITPaBO-

obagareseii. Ero mocTaBKa OCYIIECTBIISIETCS 110 CETH,
a 6e3 mu@poBaHMs BO3MOXKHA yTeUKa 1 HE3aKOHHOE
pacmpoctpaHeHue. [I09TOMY UCITOb3YyeTCS CUMMeE-
TpuuHoe (AES-128) u acummeTtpuunoe (RSA, ECC)
mudpoBaHue: epBbIii — A1 6BICTPOTO KOAUPOBAHMS
MOTOKA, BTOPO¥ — [1J1sI 6e30I1acHO Mepesaun KITodeil.
AES neMOHCTPUPYET BBICOKYI CKOPOCTD U CTOMKOCTD
1o cpaBHeHMIO ¢ RSA.

B Tabauie 1 nmpenacraBiieHbl KpUITorpadpu-
YyecKkye aJiITOPUTMBbI, UCTIOJb3yeMble B CUCTEMAX
BUJI€0CEPBIUCOB.

KoHTposb moctymna obecrneunBaercs DRM
1 CAS - cepBepamu, BbIZAOLMMM JIULEH3UU TOJIBKO
aBTOPM30BAHHBIM NOJIb30BaTeNsIM. [Ipu Bocripouns-
BeleHUM GuUabMa CMCTeMa IpoBepsieT MOAINCKY
M OTTIpaBJisieT 3amn@poBaHHbIN K04, bes Hero
KOHTEHT HeIOCTYTIEeH.

CAS/DRM ucrionb3yeT MHOTOYPOBHEBYIO MOZEJIb:

1. KonmenmHulll K0 (TIOCTOSIHHBIN);

2. CeaHcoesblil KAty (MeHseTCs, HaIlp., pa3
B 4ac);

3. Iaxemuslii k1104 (OGHOBJISIETCS KaXKbIe 5
MUHYT).

Iaxke mpy KOMIOpoMeTalMy OIHOT0 Kjoua 3a-
muTa octaérces apdexTuBHOI. Kpome TOro, MCIOb-
3YIOTCS BOASHbIE 3HAKM (Watermarking), mo3BoJisio-
1jye OTCAeAUTh UCTOYHUK MUPATCKONM KOMUU.

[t 32U ThI TEPCOHATbHBIX TAaHHBIX MPU-
MEHSIIOTCS XelllMpoBaHMe TapoJeit, mudbpoBaHue
raTeéxHbIX pekBu3uToB U1 HTTPS. UccnenoBanue
PockauecTtBa (2021) moaTBEpAMIIO, YTO POCCUIICKUE
OHJIaViH-KMHOTEeaTPhl He JONYCKAOT yTeueK He3a-
mM(GPOBaHHBIX JAHHBIX — BeCh TPAdUK 3aIINUIIEH.

Tabnuua 1

Kpunmozpaguueckue anzopummsl U Ux Ha3Ha4eHuUe

Anroputm Tun HasHaueHue MpumeyaHue
AES-128 CYMMETPUYHBIN LndbposaHne Bnaeo Bbicokasi ckopocTb, 128-6mT Kntoy
RSA-2048 ACMMMETPUYHBIN Mepepaya knoyen, NnoanUCh HapésxHbliA, HO MeaJIeHHbIN

FOCT 28147-89 CYMMETPUYHBIN

AnbrepHaTuBa AES B PO

256-6u1T Kntou

ECC (ECDH, ECDSA) | AcUMMeTpuUHbIV

O6MeH kNi4amMu, ayTeHTUGUKaLms

MeHbLlWwuin pasmep Knyemn

HTTPS (TLS) TM6puaHbIN

LWndposaHne coeanHeHns

Mcnonb3yet AES n RSA/ECC

Watermarking CreraHorpadus MeTku B BUAEO

[Tomoraet oTcnexmBaTtb YTEYKU

CRYSTALS-Kyber [oCTKBaHTOBbIM

MepcnekTMBHag ansTepHaTmMea RSA

[Moka He BHeApEéH

FHE [oMoMoOpdHbIN O6paboTka WKdPOoAAHHbIX OueHb MeaIeHHbIN
Tabnuya 2
MHozoyposHesas cucmema ktoueli CAS/DRM
YpoBeHb Ha3sHaueHune [OnutenbHoCTb MpumeHeHune
KOHTEHTHbIM MpuceanBaeTcs danny MoCTOSAHHbIN bazoBbin

CeaHCoBbI TeHepupyeTCs Ha ceccuto

~1 vac NpeHTndurkaumns ceccum

[MakeTHbIM

LndpyeT cermeHTbI

~5 MUH

3awuTa oT nepexsaTa

THCRYCCHA N*3 (136) MAPT 202)

63

MATHEMATICAL AND QUANTITATIVE METHODS



OBuapeHKo A.A., Tepuiman M.A.

Kpunrorpadnueckue nogxons! K NPOTUBOJENCTBIUIO HECAHKIMOHUPOBAHHOMY JOCTYITY K MH(GOPMaIMOHHBIM CUCTEMaM OHJIAH-...

COBPEMEHHBIE KPUIITOI'PA®GUNYECKUE
BbI30OBbI I METO/1 bl

Anroputmbl AES 11 RSA aKTMBHO MPUMEHSIIOTCS,
HO C pPa3BUTKEM KBAHTOBBIX KOMITbBIOTEPOB MOTYT
crarh ys13BUMbIMU. Anroputm [llopa criocobeH ad-
dexTuBHO B3/MamMbiBaTh RSA 1 ECC, uTo cTUMY/IHK-
pOBaJjIo pa3BUTHMe MOCTKBAHTOBOI KpUHITOorpadun
(PQC). B 2022-2023 rr. NIST yTBepamn1 anropuTMbl
CRYSTALS-Kyber (undposaune) u Dilithium (31IIT)
Kak ctaHgapt. [loka OHM He BHeApeHbI B OHJIaiH-KU-
HOTeaTpax, HO B MepCIieKTMBe AOJIKHbI 3aMeHUTH
cyuecTByome cxembl. Harpumep, Kyber crioco6en
3alUTUTD JIULEH3MOHHBIE KU/ OT KBAHTOBOTO
B3JI0Ma.

CummetpuuHsie aaroputmsl (AES, TOCT)
U Xell-QYHKIWM 60Jiee YCTOMYMBBI: OIS UX aTaku
MIPUMeHSIeTCS IUITb anTopuUTM ['poBepa, UToO KOMIIeH-
cupyeTcs yBeJaudeHeM IJMHbI KJlo4ya (Harpumep,
AES-256).

[TepcrieKTMBHBIM HaIIpaBJIeHMEM OCTAETCS MO~
HOCTbI0 roMoMopdHoe mudposanue (FHE), mo3so-
Jsionee o6pabaTeiBaTh JaHHbIE B 3aTM(DPOBAHHOM
BUe (HalpuMep, IJis peKOMeHIaluii), HO OHO KpaiiHe
menJyieHHO — 0 100 000 pas mexnsienHee AES (cm.
Tabnumy 3).

HUIU PaboTy «IpodeccroHaNbHBIX» TMPATOB: AJIS
MOJTyYeHMsI KJTIOUeii TpeOyeTcs B3JIOM 3alUIIEHHBIX
CepBepOB UJIN YCTPOMCTB.

PocT yleraJibHBIX IPOCMOTPOB 0OBSICHSETCS
He TOJIbKO yJyullleHMeM cepBuca, HO U ycuJie-
HUEM 3allMUThl: POCKOMHA30p eXerogHo 6J0-
KMPYeT ThICSIUM HeJleraJibHbIX CaliTOB. B pe3yib-
TaTe AOXOIbI MUPATCKUX IIATHOPM CHUKAIOTCS,
a BCE OO0JIbIIe TT0JIb30BaTe el BIOMPAIOT IIJIaTHbIE
CepBUCHI.

B skoHOMMKe KpUIITOrpadus Mo3BoasieT MO-
HeTU3MPOBATh MMpeMbepbl U 3KCKIIO3UBbI: Mpa-
BooOJIafaTe/N M OXOTHee COTPYLHMYAIOT C TIJIaT-
dbopmamu, obecreunBaOIMMHA 3aIIUTY. ITO TAET
KOHKYpEHTHOE MPeuMYyIlecTBO U POCT MOATIMCHOM
6a3bl. Januble TMT Consulting oTpakaioT pocT
pPOCCUIICKOTO PhIHKA:

Tabnuya 4
LuHamuka 8bipyyKU pbiHKA OHAAUH-KUHOmMeampos
(TMT Consulting)

lon BbIpyuka, Mnpg, pyb. Mpupoct
2018 ~20 (oueHOYHO) -
2019 ~28 +40%
2020 39 +39%
2021 55 +41%
2022 ~70 (oLeHo4YHO) +28%

Tabnuya 3
lponyckHas cnocobHocme wugposarus (Mb/c)
MeTop, CkopocTb KommeHTapwuii
AES-128 1000 ba3oBbIlt ypoBEHb
RSA-2048 100 ~10 pa3 MeagneHHee
Kyber 50 ~20 pa3 MeafieHHee
FHE 0.01 ~100 000 pa3 mMeaneHHee

N3-3a pecypcoémkocTu FHE noka npume-
HMM JIMIIb B 3a7jauax, rae 6e30MmacHOCTb BaskHee
ckopocTu. TeM He MeHee, 1CCJIeJOBaHMS IIPOJLOJI-
SKAITCS.

JOTIOJTHMTEIbHO PAa3BMUBAIOTCS 3 aJITOPUTMA:

1) Secure Multi-Party Computation — 6e3omac-
HbIe paciipe/ie/léHHbIe BBIUYNCIeHNS;

2) BiokueliH — OJisg OeleHTpPaJnu30BaHHOrO
Yy paBJIeHU S INLIEH3USIMU;

3) UN-MOHUTOPUHT — OJIS BbISIBJIEHMS aTak
¥ @HOMAaJIIA.

VuTerpanust U u kpuntorpaduu nos3possieT
IVMHAMMUUeCKM pearMpoBaTh Ha YTPO3bl, HATIpUMED,
33 CUET aJallTUMBHOI CMEHbI KJIIOUeii.

PE3VYJIBTATHI

Kpunrorpaduueckas 3ammTa — HEOOXOAMMOE
ycJIoBMe QYHKIVOHMPOBAHMS OHIAH-KMHOTEAaTPOB.
be3 He€ KOHTEeHT MOMEHTAaJIbHO PACTIPOCTPAHSIJICS
6b1 Ha MMUpaTckux caiitax. DRM-cucTemMbl yCa0XK-
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Pocrt B 2021 rozy (+41%) 06bSICHSIETCS KaK MaHe-
MI€EN, TaK ¥ pa3BUTMEM IOAMCHON MOZEJIN, 3aBUCS-
IIeii OT 3alIMThI KOHTeHTa. HaféskHas Kpunrorpadus
crmocobeTByeT pocTy ARPU 1 CHUKEHUIO OTTOKA:
3pUTEsb YBePEH B 6€30ITaCHOCTY U JIeTaJbHOCTHU
cepBuca.

Ectb m usnepxkku: mnuensun Ha DRM (Hampumep,
Widevine, PlayReady), pecypcsl Ha mudpoBaHue, pe-
I'YJISIPHOE OOHOBJIEHME KITI0Ue U cepTU(PUKATOB — BCE
370 TpebyeT 3arpat. Takske DRM MOKeT OorpaHUYK-
BaTh QYHKIMOHAJBHOCTD (HamipuMmep, odaaiiH-10-
CTYM MJIX CKPUHIIOTBI), YTO BbI3bIBAET HETOBOJbCTBO
y 4acTy noJib3oBaresieit. OfHaKO CePBUCHI CTPEMSITCS
MMUHMMU3MUPOBATH HEYJ06CTBA.

B 11e710M BBITOZbI OT 3aIMTHI TPEBIIAIOT 3a-
TpaThl: 6€3 He€ BO3MOKHBI IOTEPY — YTEUKM, MTPadBbI,
CHIKeHMe ToBepysl. 3alyTa KOHTEHTa U TaHHbIX CTa-
HOBUTCS He TOJIbKO TEXHUUYECKO/ He0OOXOIMMOCThIO,
HO U (PaKTOPOM KOHKYPEHTOCIIOCOOGHOCTH.

3AK/IIOYEHUE

HccnegoBaHue MOATBEPK AT, YTO KPUIITOTPa-
(dbus — ocHOBA 3aIIMTHI MHPOPMALIMOHHBIX CUCTEM
OHJaliH-KMHOTeaTpoB. OHa obecrnevynBaeT KOH-
bumeHIMaNbHOCTh KOHTEHTA, KOHTPOJIb NOCTYIIa
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M 3aLUTY [I0JIb30BaTENbCKUX NaHHbIX. OCHOBY UH-
(bpacTpyKTypbl COCTABISIOT CUMMeTpuUHbIe (AES,
I'OCT) n acummeTpuuHbie (RSA, ECC) anropuTmasl,
00beIMHEHHDIE B TMOGPUIHBIE TPOTOKOJIbI (HaIIpU-
mep, TLS).

DRM- n CAS-cuctembl IpUMEHSIIOT MHOTOY-
pOBHEBbIe KJII0UM 1 watermarking, 4To menaeT Ko-
MY poOBaHMe 3aTPYAHUTEbHBIM U TIOAI€PKMBAET
TTOIITVCHYIO0 MOZIEJTb: 3PUTEJIN TIIATSIT 32 6€30IacHbI,
3aIMIIEHHbIJ KOHTEHT.
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